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Abstract of the contribution: This contribution proposes the interim agreements on policy transfer for roaming scenarios.
Discussion
The service experience should be kept the same for a user in roaming as in non-roaming. For example, an operator may want to provide a coincident service experience for its VIPs (very important person) wherever he/she is and whenever it is. When a VIP is roaming, the related policies which include QoS, charging and gating should be possible to be provided to the visited PLMN in order that the VIP can enjoy the same service experience as he/she is in home PLMN. Such kinds of requirement are supported in 4G system, and there is no reasoning to reduce the network capability and sacrifice the user experience on this aspect.

In addition, sponsor connectivity service is anticipated to increase in 5G, and it needs that the visited PLMN to report the traffic usage to the home PLMN when the AF is located in home PLMN in Local Breakout roaming.
Conclusion 1: For a subscriber roaming in a visited PLMN, the visited PLMN should be able to retrieve the subscriber’s policy data, such as QoS and sponsor connectivity related policy rules, from the home PLMN in order to provide differentiated services per subscription of the user in home PLMN and support sponsor connectivity service.
In next generation system, as described in bullets 3b and 3d of interim agreements on QoS framework KI:

“3b. The NAS-level QoS profiles of the QoS rules provided at PDU Session establishment to the UE shall also be provided at PDU Session establishment to the RAN using NG2 signalling.

3d. To a UE connected via NG RAN based on 3GPP access, the signalled QoS rules are provided using NG1 signalling.”
Since the visited CP Function needs to provide QoS policy Rules to the UE using NG1 signalling and to AN using NG2 signalling, in order to provide individual policy control, the visited CP Function needs to get the QoS policy rules from the home PLMN. 
The mechanisms that can be applied to transfer the QoS policy rules from the home PLMN to the visited CP Function are described as follows:
1) For Local Breakout roaming, the same mechanism as in EPC can be applied, the home Policy Function provides the QoS policy rules to the visited Policy Function, and the visited Policy Function transfers the policy to the visited CP Function.

2) For Home Routed roaming, the home Policy Function provides the QoS policy rules to the visited Policy Function, and then the visited Policy Function transfers the QoS policy rules to the visited CP Function; Or the home Policy Function provides the QoS policy rules to the home CP Function, and then the home CP Function transfers the QoS policy rules to the visited CP Function.
In order to simplify and keep the same process in visited CP Function for both Local Breakout and Home Routed roaming scenarios, it is proposed that the QoS policy rules is always provided from the home Policy Function to the visited Policy Function, and the visited Policy Function transfers the QoS policy rules to the visited CP Function for Home Routed roaming scenario as well.

Conclusion 2: For Home Routed roaming and Local Breakout roaming, QoS policy rules are provided from the home Policy Function to the visited Policy Function and afterwards the visited Policy Function transfers the QoS policy rules to the visited CP Function.

For the new types of policy introduced by Next Generation system, apart from the policies defined in the existing PCC architecture, the transport of these policies are described as below:
1) Mobility policy, i.e. mobility restrictions and the required info for mobility pattern decision.
As described in Table 8.3-1 in TR 23.799, 
	Parameter Name
	Content
	Example Possible values (*)
	How/Where is used, who provides value and which procedures are affected by parameter (*)

	Mobility Pattern 

(a.k.a. UE Mobility Level in some solutions)
	Expected UE mobility. 
	· TBD 


	· Provided by:

· Subscription assisted (e.g. via Mobility Restriction), Policy Function assisted, optionally UE assisted, Statistics captured in CN.

· Used in:

· Any decision where mobility pattern might be useful. 

·  Affects triggering of procedure:

· FFS.

	UE Mobility Restriction 
	Defines different types of allowed communication per area.
	· Allowed: Signaling/Data

· Non-allowed: MM Signaling only without Service Request. EMC and MPS is allowed.

· Forbidden: only EMC and MPS is allowed.
	· Provided by:

· CN to UE and RAN in connected mode.

· Input possible from SDM and possibly adjusted by NG PCF

· Used in:

· UE to apply allowed type of communication

· CN and RAN to enforce.

· Affects triggering of procedure:

· Service request and SM signaling,  

· MM signaling.


It implies that the Policy Function can provide an adjusted mobility restrictions and the related info needed for mobility pattern decision to the MMF of the CP Function.
According to the architectures described in the TR, for roaming scenario, since there is no MMF located in home PLMN, the mobility policy can be provided to the visited MMF by the home Policy function via the visited Policy Function. 

2) Access type selection policy.
The policy transfer path should be the same as for QoS policy rules.
3) RAT/Frequency selection priority Index policy.
The policy transfer path should be the same as for mobility policy.

4) Network slicing selection policy.
As described in some solutions in the TR, the CN network selection function can take operator’s policy into account when doing the network slice selection, e.g. in Solution 10.8: Dual Level Policy framework, in sub-clause 6.10.8 of TR23.799, the common Policy Function can provide the network slice selection policy to the NSI selector of the common CP Function. In case of roaming scenarios:

-
For Local Breakout roaming case, the network slicing selection policy is decided by home Policy Function and can be adjusted by the visited Policy Function according to local slicing deployments and roaming policy. The policy is provided from the home Policy Function to the visited Policy Function and then to the visited NSI selector.

-
For Home Routed roaming case, if the network slice service needs to be provided in both home PLMN and visited PLMN, the network slice selection policy should be provided to the visited NSI selector and the home visited NSI selector respectively. For the visited NSI selector, the policy can be provided by two ways described as follows:
-
The home Policy Function provides the policy to the visited Policy Function and to the visited NSI selector.
-
The home Policy Function provides the policy to the home NSI selector and then to the visited NSI selector.
In order to simplify and keep the same process in visited NSI selector for both roaming scenarios, it is proposed that the network slicing selection policy is provided from the home Policy Function to the visited Policy Function, and the visited Policy Function transfers the network slicing selection policy to the visited NSI selector for both roaming scenarios.
Conclusion 3: For Home Routed roaming and Local Breakout roaming, the following types of policies can be provided from the home Policy Function to the visited Policy Function and afterwards can be transferred by the visited Policy Function to the visited CP Function:
-
Mobility policy

-
Access type selection policy

-
RAT/Frequency selection priority policy
-
Network slice selection policy
It is proposed to add the above conclusion to the TR23.799 as interim agreements on the Policy Framework.
* * * 1st change * * * *
8.10
Interim Agreements on Key Issue #10: Policy Framework

In the interim agreements below the PCC Framework refers to the Policy and Charging Control defined in EPC. The interim agreements below are subject to updates to cover all the topics listed in the WT list.

Interim agreements on the Policy Framework key issue:
1.
The PCC framework defined in TS 23.203 is generic and the relevant parts is applicable to NextGen, including:

a.
The PCC Framework in NextGen includes the following Functional elements: The NG Policy Function that interfaces to the Session Management, the Application Function, and the Online Charging System.

b.
The NG Policy Function evaluates operator policies that are triggered by events received from the Application Function, the Session Management, and the Online Charging System.

c.
The NG Policy Function provides Rules for application and service data flow detection, gating, QoS and flow based charging to the Session Management.

NOTE 1:
NextGen provides a PDU connectivity service of different PDU types, the existing PCC framework is applicable to PDU sessions of IP Type only.

NOTE 2:
Credit management and reporting are to be defined in SA5 specification.


x.
For a subscriber roaming in a visited PLMN, the visited PLMN shall be able to receive the subscriber’s policy data, including (not exhausted):
-
QoS and mobility policies (in local breakout case)
-
Mobility policies e.g. RFSP index (in Home routed case)
x.
In the case of local breakout, EPC S9 like interface should be able to be supported between the visited Policy Function and home Policy Function.
x.
For a subscriber roaming in a visited PLMN, the visited PLMN shall be able to receive the subscriber’s policy data, including:

Editor's note: Whether other types of policies apart from the above list need to be provided by Policy Function has dependency on the conclusions of other key issues.
* * * End of Changes * * * 
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